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Abstract: The use of a social networking 

platforms to abuse a particular person, by 

sending text is known as Cyberbullying. It 

can occur through SMS, text 

messaging. Cyberbullying includes sending, 

posting, sharing negative content about a 

particular person. Bullying that occurs in 

person and cyberbullying that occurs online 

often coexist. For harassment to be accepted, 

there must be an obvious power differential 

between the victim and the perpetrator (or 

perpetrators), and the abuse must last for a 

long time. One of these problems is 

cyberbullying, which can be a significant 

international issue poignant each people and 

communities. several makes an attempt are 

created within the literature to intervene in, 

prevent, or mitigate cyberbullying but, these 

makes an attempt a sensible as a result of they 

accept the victim's interactions. As a result, it 

is necessary to sight cyberbullying while not 

the involvement of the victims. With the help 

of Supervised Learning Classification 

Algorithms such as Random Forest, Support 

Vector Machine (SVM), Gaussian Naive 

Bayes, and Multinomial Naive Bayes, this 

project aims to detect cyberbullying in 

tweets. By comparing the performance of 

four classification algorithms and decide the 

best one, a training and predicting pipeline is 

used. In the proposed framework, we created 

a chat application by using Python with 

multiple clients and one admin, and we used 

the machine learning classification algorithm 

to train the model on a dataset, and we used 

this model to predict offensive/abuse 

comments and display warning messages on 

the chat application. 
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I. INTRODUCTION 

The demand of social networking 

sites has increased in present scenario and 

social networking sites plays crucial role for 

interacting with new people [1]. People, 

specifically teenagers are continuously using 

the Internet to bully one another. Bullying is 

not a modern one, and cyberbullying began 

because of social media became the main 

means of communication. On the plus side, 

social networking platforms such as blogs, 

social media sites (such as Facebook), and 

instant messaging platforms (such as 

WhatsApp) enable users to connect with 

others at any time [2]. There is also a place 

where people engage in social meetings, 

allowing for the formation of new friendships 

as well as the maintenance of old ones. Social 

media, on the other hand, raises the risk of 

children being addicted to potentially risky 

situations like grooming or sexually abusive 

conduct, depression and suicidal thoughts, 

and cyberbullying [3]. Cyberbullying and 

online badgering recognizable proof is 

regularly surrounded as a issue. To recognize 

cyber bullying, characteristics of messages, 

senders, and recipients are used, as well as 

techniques widely used for record 

classification, topic identifying evidence, and 

opinion analysis. It ought to be famous that 

identifying cyberbullying is more 

troublesome than fair recognizing injurious 

substance. Cyber bullying is growing at the 

same rate as social networking sites. 

Cyberbullying poses a danger to the victim’s 

emotional and physical well-being. The 

suggested approach is an efficient way to 

detect cyberbullying on social media. Using 

natural language processing and machine 

learning algorithms, the identification system 

can recognize and categories cyberbullying 

words in social media such as Blazing, 

Persecution, Bias, and Fear [4]. Detecting 

cyberbullying is complicated due to the 

essence of bullying. 

1.1 Scope of the Project: 

Cyberbullying is when a person is 

bullied by the use of electronic 

communication, such as social media, instant 

messaging, or digital messages. Adults and 

teenagers may be continuously maltreat by 

cyberbullying. Detecting cyberbullying is 

most important task these days, as it will aid 

in the prevention of cyberbullying on social 

media networks. 

 

II. EXISTING SYSTEM: 
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Techniques such as unsupervised 

learning algorithm that uses N-grams 

methods to detect cyberbullying which are 

used to detect attacks using the YouTube 

dataset [5]. To train detection models, a 

machine learning  classification algorithm is 

used. The current system's techniques are not 

autogenerated, so they take time to process 

requests and upgrade responses [6].  

III. PROPOSED SYSTEM: 

The best algorithm is applied to a 

chatting application with multiple clients and 

a single server, and the Twitter data set is 

collected with features and labels, and four 

separate machine learning algorithms are 

used to train the model [7]. Cyberbullying is 

detected using the model for each message, 

and then warning messages are displayed on 

chat applications [8].  

 

This Cyberbullying application is 

automated, takes a short amount of time to 

identify, and works in a live environment. In 

this project we collect the tweets from twitter 

accounts and reprocess the tweets and images 

and implement generated model will observe 

the cyberbullying or not [9]. Apply 

developed model on the collected tweets and 

get final output cyberbullying or not. 

 

 

 

 

 

Fig 1: block diagram of proposed system 

A. Input (Comments): The dataset is 

prepared from the user’s comments/tweets 

and it is Comma Separated Values (.CSV) 

file. As input, the prepared dataset is used. 

B. Data Preprocessing: The actual data in 

the real world is dirty, noisy and incomplete 

data. So, we have to preprocess the data and 

retrieve the clean data.  

C. Feature Extraction: The length of the 

tweet is too long. So, we have to extract the 

main words (or) phrases. 

D. Cyberbully detection The Cyberbully 

disclosure is identified by using LSA 

procedure in natural language processing. To 

observe cyberbullying it contains with 
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abbreviations, irregular punctuation, 

misspellings, and cyberbully phrases, 

shorthand messages. 

IV. METHODOLOGY 

  This project we will develop using 

python and web technology. Within that first 

we will search and find the dataset and 

download it for train the model. After 

downloading first, we will pre-process the 

data and Then with the help of Random 

Forest, naïve bayes, SVM (Support vector 

machine) and multinominal naive bayes 

algorithm we train the dataset and generate 

corresponding models [10]. Then we are 

going to develop a web-based application 

using FLASK framework. We will fetch the 

real time tweets from twitter and then we 

apply generated model to these fetched 

tweets and check the text are cyberbullying or 

not. These all-purpose we are using python as 

backend; MySQL is database and for 

frontend html. 
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Fig 2: Working Flow of Cyberbullying 

Detection 

V. CLASSIFIERS 

➢ Random Forest 

➢ SVM 

➢ Gaussian Naive Bayes and  

➢ Multinominal Naïve Bayes  

Naive Bayes Model:  

 

The Naive Bayes classifier is a 

supervised learning classification algorithm. 

It is mainly based on Bayes theorem and it is 
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used for solving problems based on 

classification. It is one of the simple and 

mostly used classification algorithm. It helps 

in providing accurate predictions (or) results. 

It mainly useful for very large datasets. It 

finds the classifier based on probability, 

which is also known as Bayes Rule. 

 

Given that B has occurred, we can 

calculate the probability of A occurring. The 

proof is B, and the hypothesis is A. The 

predictors/features are assumed to be 

independent in this case. 

 

SVM (Support Vector machine)  

 

 The "Support Vector Machine" 

(SVM) is a supervised machine learning 

algorithm that can be used to solve problems 

such as classification and regression. It is, 

however, often used in the solution of 

classification problems. Before being used 

to classify the data to measure accuracy, the 

classifier is initially trained with labelled 

data.  

 

Random Forest Classification  

  The Random Forest (RF) classifiers 

are suitable when dealing with text 

classification. An RF classifier consists of a 

set of base classifiers and, it is trained with 

the help of random subsets of features. A vast 

number of relatively uncorrelated models 

(trees) operating as a committee provides 

better performance than any individual 

constituent models. 

 

performance metrics  

Classification accuracy will be used 

to calculate the metrics to be considered for 

the proposed work. 

 The percentage of correctly analyzed 

information (such as words and texts) is 

calculated using the following equation, 

which can be estimated. 

 

Where: TP = True Positive, TN = True 

Negative, FP = False Positive, FN = False 

Negative. 

VI. RESULT ANALYSYS 
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Fig 3: Used for the users to get register into 

account. 

 

 

Fig 4: Used for the users to login into 

account. 

 

Fig 

5: Shows the users chat window. 
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Fig 6: Background process viewed to Admin. 

From the above result analysis, the accuracy 

of every algorithm is above 60%. One 

algorithm is enough to identify 

cyberbullying, but we are using four 

algorithms to show how accuracy the result 

comes. 

VIII. CONCLUSION 

This project aim is to detect 

cyberbullying-related posts on social media 

automatically. Manual screening for 

cyberbullying has become difficult due to the 

proliferation of information on the internet. 

Automatic detection of cyberbullying signs 

can help with moderation and allow for quick 

responses when necessary. On the other hand, 

these posts might just as easily mean that 

cyberbullying on social media is on 

increasing. The initial goal of this project is 

to present a system for automatically 

identifying cyberbullying signals on social 

media platforms. 
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